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= Control Flow Obfuscation
= Renaming

* Pre-Damage

* String Encryption

* Meta Data Removal

* Call Hiding

* Resource Encryption
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( Detect)

* Checksum

« Debugger Detection

« Resource Verification

* Hook Detection

* Swizzle Detection

« Jailbreak/Root Detection

e i % i
( React)

* Shutdown (Exit/Fail)
» Self-Repair

* Custom Reactions

* Alert/Phone Home
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